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Names are an essential part of our identity. We
use them every day, from conversation with
friends to official transactions. They are
perhaps the archetypal article of ‘personal
data’ and can provide information about other
aspects of your life such as ethnic background,
religion or gender. So, the decision to change
them is normally not taken lightly.

The reasons we do so are varied and can range
from personal preference, marriage and divorce to personal safety. For a transgender person,
changing his or her name can be one of the earliest steps in the process of transitioning to a
different gender and is often one of the first indications to the wider world of this change.
Changing a name, and for trans* people, gender can bring up a number of data protection
issues that organisations should be careful to get right.

How do you change a name or gender?

There is no single legal procedure if you want to start using a new name and you can change
your name at any time as long as you do not intend to defraud or deceive others.  Although
you could just start using a new name, you may want evidence of that change for official
purposes, for example, amending official documents like a passport or driving licence. You
can do this through deed poll or by statutory declaration which are both legal documents
evidencing the change of name.

Many trans* people consider applying for a Gender Recognition Certificate, but this can only
be done at the end of the transition process which includes having fully lived in the acquired
gender for at least two years. By the time they make an application they will already have had
to change a number of official and unofficial documents and records indicating not just the
change of name, but also of gender. However, it must be noted that many trans* people
choose not to apply for a GRC and, unless legally required, organisations should not ask for a
GRC simply to change the record of a person’s gender upon their request.

People’s attitudes once they have changed names or genders can differ. Some want to



demonstrate continuity, for example Jane Smith being known as Jane Smith-Jones after
marriage. This could be personal or financial, for example keeping credit records and utility
bill trails. Others might prefer it if no-one kept a record of them in their former name and, in
the case of trans* people, the gender they were assigned at birth.

Once you have changed your name or gender the next stage of getting organisations to
amend their records can be difficult. Even in 2014 there is a significant variation in what is
required by organisations to authorise a change, and inconsistency in their practice.

There is still more to be done to raise awareness of the issues and organisations, in both the
public and private sector, will need to learn how to improve their procedures over time,
ensuring they effectively reflect and uphold data protection rights.

What is the role of the Data Protection Act and the ICO in all
this?

Many aspects of this issue clearly interact with the Data Protection Act 1998. The ICO has
responsibility for the Act and promoting data privacy. The focus of the Act is personal data;
in this context this will mean information held in organisations’ records.

The Act is clear that personal data must be accurate and relevant. The Fourth Principle in the
Act states: “Personal data shall be accurate and, where necessary, kept up to date”. So in
relation to a person’s name and gender this means that organisations should provide an
efficient means for an individual to amend his or her details in their records. Our view has
always been that records of personal information should accurately reflect a person’s current
details. What is the practical benefit to an organisation of continuing to use an out of date
name for customer A when that customer’s name is now B?

Organisations should also consider carefully whether they really do need to keep old records
of a person’s former name and gender, since the Third Principle states: “Personal data shall
be adequate, relevant and not excessive in relation to the purpose or purposes for which they
are processed”. This is particularly relevant to gender, which is sometimes collected when it
has no bearing on the application process in question.

Attention also needs to be given to the confidentiality and security of any procedures across
organisations for individuals to change their personal details, whether they are customers or
employees: this clearly interacts with many of the data protection principles in the Act.
Organisations should ensure that any sharing of information across the organisation, as part
of the procedure, is proportionate and necessary.



As mentioned above, it is important that organisations review their policies and procedures
to ensure that they can provide an easy and effective method for individuals to assert their
data protection rights related to amending their name and other relevant details. If an
organisation refuses to amend an individual’s record it is good practice to provide a clear
reason and justification as to why, and reconsider if further representations are made.

The impact of organisations failing to update records following a change of name or gender
could cause damage and distress. It is important that organisations get these issues “right
first time”.

Footnote
In this area there are broader legal issues, beyond the DPA, that ICO does not have
responsibility for. There is a distinction between the right to have a record amended under
the DPA and broader legal issues, including human rights, about the right to have new
identity documents issued. For more information about Human Rights please see the
Equality and Human Rights Commission website.

*For a guide to terminology please go to: http://www.equalityhumanrights.com/your-
rights/equal-rights/transgender/understanding-terms-are-used
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